**Opis Przedmiotu Zamówienia**

**do zapytania ofertowego na realizację wdrożenia**

**Systemu Zarządzania Bezpieczeństwem Informacji według wymagań PN-ISO/IEC 27001**

**Szczegółowy opis przedmiotu zamówienia**

W ramach wykonywanych prac Wykonawca wdroży u Zamawiającego System Zarządzania Bezpieczeństwem Informacji zgodnie ze standardem ISO/IEC 27001. W ramach wykonywanych prac, Zamawiający rozróżnia następujące etapy prac:

**ETAP I. Diagnoza przedwdrożeniowa**

- analiza dokumentacji Zamawiającego, zapoznanie się ze wszystkimi dostępnymi regulacjami wewnętrznymi, mającymi wpływ na bezpieczeństwo informacji  
- przeprowadzenie audytu w siedzibie Zamawiającego   
- opracowanie raportu

**Etap II. Szkolenie Zespołu Wdrożeniowego**

- przeprowadzenie szkolenia dla Zespołu Wdrożeniowego Zamawiającego

**ETAP III. Przeprowadzenie analizy ryzyka**

- przedstawienie Zamawiającemu propozycji metodyki analizy ryzyka  
- przeprowadzenie inwentaryzacji aktywów związanych z przetwarzaniem informacji oraz ich klasyfikacja  
- przeprowadzenie analizy ryzyka  
- opracowanie raportu

**ETAP IV. Opracowanie SZBI**

- przygotowanie lub zaktualizowanie istniejących dokumentów SZBI, w tym: zasad bezpieczeństwa informacji, zasad bezpieczeństwa teleinformatycznego, zasad bezpieczeństwa osobowego, zasad bezpieczeństwa prawno-organizacyjnego, zasad bezpieczeństwa fizycznego, i innych niezbędnych dokumentów (instrukcji, regulaminów)

**ETAP V. Wdrożenie SZBI**

**-** przygotowanie materiałów szkoleniowych dla pracowników i Audytorów Wewnętrznych SZBI  
- przeprowadzenie szkolenia dla Audytorów Wewnętrznych SZBI  
- przeprowadzenie szkolenia dla pracowników z wdrażanych mechanizmów organizacyjnych oraz podstawowych zasad ochrony informacji. Szkolenie stacjonarne w siedzibie zamawiającego do 50 pracowników oraz przygotowanie materiału elearningowego dla pozostałych pracowników  
- wsparcie przy przeprowadzeniu audytu wewnętrznego  
- wsparcie przy przeprowadzeniu przeglądu zarządzania